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금융정보를 탈취하여 금전적 이득을 취하려는 사이버공격이 진화를 거듭하고 있다. 대표적인 공격루트는 신용카드이다. 신용카드는 사용의 편리함과 다양한 이용으로 인하여 현금을 대체하는 일반적인 지급수단으로 자리잡았으나, 편리함의 이면에는 보안 위협이 항상 존재한다. 2008년부터 시작된 POS 악성코드 공격은 지속적으로 증가하고 있으며, 피해 규모는 수천만건에 달하는 것으로 추정된다. 해커는 복제카드를 제작하여 사용하거나 카드 정보를 암시장에 거래하여 금전적 이득을 얻는다. 공격자들은 다크웹을 통하여 공격 툴을 손쉽게 획득하고 이를 활용하여 카드 정보를 탈취한 후, 탈취한 카드 정보를 다시 다크웹 유통망을 통하여 거래하는 것으로 알려졌다. 기업의 입장에서 직접적인 금전적 손실은 발생하지 않으나, 결제 수단을 변경하여야 하는 등의 간접적인 피해가 따른다. 국내에서는 신용카드 정보 유출 피해를 막기 위하여 IC 카드 도입, IC 방식의 POS 단말기 리더기 교체, 이상금융거래를 탐지 및 차단하는 FDS(이상금융거래탐지시스템) 운영 등의 조치를 취하고 있다. 또한 국외 부정 사용을 차단하기 위하여 국외 거래 발생 시 실제 출입국 유무를 출입국관리소에 확인한 후 거래를 승인하는 등의 부가 서비스를 운영하고 있다. 디지털 경제의 발전으로 인하여 금융정보를 타깃으로 한 사이버공격은 지속적으로 진화할 것이다. 다단계 인증, 비밀번호 시스템 개선 등 관리자와 사용자는 각자의 영역에서 금융정보 유출을 막기 위한 적극적인 노력을 기울여야 한다.